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Our API

Learn about Cybersource REST APIs, SDKs and sample codes.

 







API reference



View sample code and API field descriptions. Send requests to the sandbox and see the responses.

Developer guides

View feature-level guides with prerequisite and use-case information for implementing our API







Sample code on [GitHub]

Sample codes published on GitHub for each REST API in 6 popular languages

SDKs on [GitHub]

Client SDKs source code published on GitHub in 6 popular languages







Upgrade guide

Learn about upcoming REST APIs and associated features

Simple order API developer guide

Build your integration with full suite of simple order API(SOAP) resources and documentation.










Hello world






Getting started

Use these developer resources to make your first API call.

 







Hello world

Step by step guide to make first Cybersource REST API call.

REST API SDKs

An inventory of SDKs & Sample codes in 6 languages to help you kick start your integration

 







Testing

Guide with sandbox testing instructions and processor specific testing trigger data.

 

Postman collection



A collection to make sample REST API calls. It provides samples for all supported HTTP methods.







Release notes

These release notes cover all releases to the production for the APIs and SDKs every month

Demo Hub

Interactive demos including resources to get a head start for your business
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Accept payments







In-person Accept

Accept payments in person through a range of supported payment devices provided by us or integrate your existing payment devices to our payments network







Online payments

Start accepting payments online—quickly, securely, and globally. We offer a range of solutions to help you optimize payments across channels while protecting sensitive data.
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Plugin connections

See our latest plugins and integrations.

 







Technology Partners



See our latest integrations and ISV solutions
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Support

Reach out to our award-winning customer support team, or contact sales directly.







FAQ

Frequently asked questions relating to Cybersource REST APIs and developer center.

Sales help

Learn more about how our services can help your business.

Call sales: 1-800-530-9095







Response (error) codes

Understand all different error codes that Cybersource REST API responds with.

Contact us







Cybersource on GitHub

Cybersource on StackOverflow

News and announcements
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Introducing Payer Authentication

Payer authentication services use front-end JavaScript and back-end API
services to provide authentication. Payer authentication services enable you to add
support to your web store for card authentication services, including: 


	Visa SecureSM


	Mastercard Identity Check®


	Maestro®
 (UK Domestic and international)

	American Express SafeKeySM


	JCB J/Secure™

	Diners Club ProtectBuy

	Discover ProtectBuy

	China UnionPay

	Elo Compra Segura



These card authentication services deter unauthorized card use and protect you
from fraudulent chargeback activity referred to as liability shift. However, payer
authentication is not a fraud management service, such as Decision Manager
. It
is recommended that you implement a comprehensive fraud management program in addition
to payer authentication services.

You can use payer authentication services with specific payment processors. 

To find out if your payment processor supports
this feature, see the “Payer Authentication” section in the Credit Card Services guide
.
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