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Cybersource Contact Information
For general information about our company, products, and services, go to http://www.cybersource.com

For sales questions about any Cybersource Service, email sales@cybersource.com or call 650-432-7350 or 888-330-2300 (toll free in
the United States).

For support information about any Cybersource Service, visit the Support Center: http://www.cybersource.com/support.

Copyright
© 2021. Cybersource Corporation. All rights reserved.

Cybersource Corporation (Cybersource) furnishes this document and the software described in this document under the applicable
agreement between the reader of this document (You) and Cybersource (Agreement). You may use this document and/or software
only in accordance with the terms of the Agreement. Except as expressly set forth in the Agreement, the information contained in
this document is subject to change without notice and therefore should not be interpreted in any way as a guarantee or warranty by
Cybersource. Cybersource assumes no responsibility or liability for any errors that may appear in this document. The copyrighted
software that accompanies this document is licensed to You for use only in strict accordance with the Agreement. You should read
the Agreement carefully before using the software. Except as permitted by the Agreement, You may not reproduce any part of this
document, store this document in a retrieval system, or transmit this document, in any form or by any means, electronic, mechanical,
recording, or otherwise, without the prior written consent of Cybersource.

Restricted Rights Legends

For Government or defense agencies: Use, duplication, or disclosure by the Government or defense agencies is subject to restrictions
as set forth the Rights in Technical Data and Computer Software clause at DFARS 252.227-7013 and in similar clauses in the FAR and
NASA FAR Supplement.

For civilian agencies: Use, reproduction, or disclosure is subject to restrictions set forth in subparagraphs (a) through (d) of the
Commercial Computer Software Restricted Rights clause at 52.227-19 and the limitations set forth in Cybersource Corporation's
standard commercial agreement for this software. Unpublished rights reserved under the copyright laws of the United States.

Trademarks

Authorize.Net, eCheck.Net, and The Power of Payment are registered trademarks of Cybersource Corporation. Cybersource,
Cybersource Payment Manager, Cybersource Risk Manager, Cybersource Decision Manager, and Cybersource Connect are trademarks
and/or service marks of Cybersource Corporation. Visa, Visa International, Cybersource, the Visa logo, and the Cybersource logo

are the registered trademarks of Visa International in the United States and other countries. All other trademarks, service marks,
registered marks, or registered service marks are the property of their respective owners.

Confidentiality Notice
This document is furnished to you solely in your capacity as a client of Cybersource and as a participant in the Visa payments system.

By accepting this document, you acknowledge that the information contained herein (the Information) is confidential and subject to
the confidentiality restrictions contained in Visa's operating regulations and/or other confidentiality agreements, which limit your
use of the Information. You agree to keep the Information confidential and not to use the Information for any purpose other than its
intended purpose and in your capacity as a customer of Cybersource or as a participant in the Visa payments system. The Information
may only be disseminated within your organization on a need-to-know basis to enable your participation in the Visa payments system.
Please be advised that the Information may constitute material non-public information under U.S. federal securities laws and that
purchasing or selling securities of Visa Inc. while being aware of material non-public information would constitute a violation of
applicable U.S. federal securities laws.

Release: 5/28/2021
Version: 1
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General Information

These release notes cover all releases to the production server for the week ending May 28, 2021.
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Announcements

Cybersource through VisaNet Rebranding

The Cybersource through VisaNet product is now called Visa Platform Connect.
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Features Introduced This Week

* [RM-10142] Merchants can now automatically add a surcharge on transactions based on
factors such as channel and card type.

* [RM-10164] Banco Nacional de Mexico SA de CV now has TCR9 enabled. Yes Bank India
now has card-present transactions and CP02 enabled. Compania Uruguaya de Medios de
Procesamiento SA is now enabled for card-present, card-not-present, and original credit
transactions, as well as new currency support.

* [RM-10213] On the product enablement page, a warning is now displayed for incorrectly
formatted URLs. Also, merchant acquirer IDs are applied from Level 1 and Level 3 processors
to the Payment Authorization configuration form.

* [RM-10297] Support for the Cardinal Commerce fields, requestorName and requestorld, is
added.

* [RM-10465] All Visa Platform Connect processors on the Processor Configuration API now
have a field for opting out of credit authorizations.
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Fixed Issues

* [RM-10140] Several Token Management Service fields, including merchant-defined fields, now
map properly from tokens to follow-on services such as Decision Manager.

* [RM-10147] If a transaction goes to review after a one-time payment, clicking on the request ID
now shows the Decision Manager Details page as expected.

* [RM-10338] Merchants no longer see errors if they perform a third-party API update with 36-

character usernames.
* [RM-10483] Merchants no longer encounter out-of-memory errors after a large number of case

search calls in the Business Center.
* [RM-10514] Merchants on the Paymentech platform can now be enabled for credit

authorization.
* [RM-10575] The company names on the Transaction Detail Report now display as expected.
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